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Backup, Recovery & Security for the Mobile Workforce

With the rise of the mobile workforce, most organizations 
recognize the need to back-up and secure data
on critical devices, including laptops, tablets, smartphones, 
and desktop PCs.

MAXIMIZE PERFORMANCE
Proven Scale: Support remote employees without adding
personnel.
Storage Efficiency: Global deduplication minimizes storage
footprint without compromising security or performance.

Backup Efficiency: Back up quickly and securely in the
background with minimal impact on the end user and network
resources.
Mobile Access — Enforce policies, audit and securely access any
version of a file on any mobile device, anytime, anywhere
Local Caching — Backed up data is also encrypted and managed
in a device’s local cache, providing faster data restores and
improving network traffic efficiency. 
Data Retention — Automate policies for data to be retained for
compliance mandates and to optimize long-term storage.
Backup Redundancy — Backups are sent automatically to 
multiple OSP Data Centers that are geographically dispersed.
Backup Frequency — Set policies to backup and scan for
changes as often as one minute intervals.

Endpoint Protection

PROVEN PROTECTION
Protect your mobile devices and data from internal and 
external threats while addressing regulatory requirements 
and the consequences of lost and stolen laptops and 
tablets.
Centralized Management: Deploy, manage and monitor 
multi-user environments from a central dashboard, 
including scheduling backups, creating user profiles and 
groups, and installing backup agents silently
organization-wide.
Remote Data Delete: Remotely wipe data with 
time-based policy triggers or on-demand when a device 
goes lost or stolen.
At Rest Encryption: Files selected for protection are 
automatically encrypted at rest using 256-bit AES encryption.
Device Trace: Deter theft and facilitate device recovery 
with automatic tracing. 
Secure Data Centers: Data is stored at One Safe Place's 
georedundant data centers.

KEY BENEFITS
Business Visibility and Control: Instantly retrieve and 
wipe remote data for employee turnover and lost devices.
Data & User Productivity: Backups adapt to user activity 
and network connections; run in the background; protect 
users, regardless of cloud connectivity.
Legal Hold Compliance: Place relevant devices on Legal
Hold without notifying or impacting employees.

How do you manage visibility over endpoint 
data and prevent loss today?

92%
LAPTOP DATA IS
NOT BACKED UP
TODAY - GARTNER

44%
EXPECTED ENDPOINT
DATA GROWTH - FORRESTER


